**In**[**Part 5**](http://csharp-video-tutorials.blogspot.com/2012/10/sql-injection-tutorial-part-5.html)**, we have learn about, what can cause sql injection. In this session we will learn about**   
1. Preventing sql injection using parametrized queries and stored procedures.  
2. How to execute stored procedures and parameterized queries using ADO.NET command object  
  
**The table, this demo is based on, is shown below.**   
![http://2.bp.blogspot.com/-ZmRP3TXo6Kw/UIr528aKPAI/AAAAAAAAAqQ/CX8Olb3hhdI/s400/tblProductInventory1.png](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAATsAAACXCAIAAADlF2uxAAAAA3NCSVQICAjb4U/gAAAAX3pUWHRSYXcgcHJvZmlsZSB0eXBlIEFQUDEAAAiZ40pPzUstykxWKCjKT8vMSeVSAANjEy4TSxNLo0QDAwMLAwgwNDAwNgSSRkC2OVQo0QAFmJibpQGhuVmymSmIzwUAT7oVaBst2IwAABN2SURBVHic7Z09ixxJmsf/ecy30B3s7VbJaMkXm8VCj1mlNtoQDcPAycsyRlBltBAcMsXBIBmVoDW6PA0MC42MNlpV5jQsnYN8qY2uHHZgpz9HnpFvEZEZkZEvVZUR/fyQoc7IeM14Ip6IrPyHcxv+BoIgDOEbAMM//rLjXJ1DRFc7zvPeQY1sH84h/mPfZSAIogZksQRhEmSxBGESZLEEYRJksQRhEvUsNvwI5xDODwi3VJztYGixib6xfgfnEM676jv9H+AcYvSxbTpFRIttk1ZjkkzZf7stQGOSsaAwHCTX+1yLO4z4Np9+3ltZkg7QekiN7URhKvsqWIf01Su+7FczAcDnpDesmWub39P/fcXb/fX4uqzfwfkeAX9x+WonQ0xZM97+q/qeau5w/jX5b/BLN51HLFgP6JPFHiG6QnSF1REAk2zAfQQAy596NsRICD9icgkgb/C8zS87m51qMfs7oitEf8egRSLrfyAA3CO4AL7i011fCtYt1Rabu6w/YLODEgHj7+ACAL78Oy/A9HNhbcD7dUJXUxR7yjuBJavcz6J/vn4H51USODmEcwif7RDfYvFIOcR85vxPNq+4Uv5d7tHlOZb52+pa6/DpFwDAI2xO84vjUyweAczsVNFKtWqUhsqakV2Lld6TJMW4AMWndnEJACff4eQRAJz/mt9cEV1el4pFojyimHWla639WCssdv0uHY8BfMXkvfr2LbJ8hflXAAh+B+IW5/264H3esm2KHX7MewwAXFYv8ILfMfsfQD7NTl/xf3/FkO8E8++T2sU5Oodc+fObP5fUup7Rpq6j+604bzz87yQ7nXG5Xo0KoXV5+i0A4DL3k+NxJ6/FZywBPMLTB8nNrGOsjl5ZFxmVEYP3eo1Q57FWWOwF6z79nEx92yZ2bwCc/JW77v2I6ArRKQC8fc8U7AqbFwCAy2TMblNsIeXYXRyfIvoxuWF1hegKswd8tCeqafbgCJvU/0zSuRQXaYufEV0lE11W2cRZ/VfS+fyfmHZIqxa8r7neAwA8/i/xyvBPyX9uNfxJ/RqxVahuRsk9g2fwAAAXcfOm407WQ9b/BFILHPxVdIyTK5LoOnXpphEuedcspdZjVVpsPG4Bi+8AAA/w4YVGPRpzmbgE2SqLe5xHOHsiKRjyJ3rzR7ti3+ELn/L4lMlXyex/4Uqm2dkp3mY+z6uSuO6LpLLJRJdWdvw3AOm8l/az5as0qXRg1rExfR4WrKiIfo24KrTg+AgAlv8EgPBXBEhm1JjEJY4N+EHBMU6vlEavrIuMGo2QLvRu/ijcVPOxau086TzCbvF+TOZSNeqCNSn2H0ljNYn7AK+PyqfZ6WEyiPSHeI+AJd/31mD3NUos/xL+ncQlBubfJ50+WUBJHOO4pln0xnXZy2PVsthuh3ApzNal5rSWFyydG8tD9fnPZCxsVuV4KF3+xM8naX9ase5TC2JHi/1X9C2lPMBjAOl2AEu2lBhXJtJ1jbR4krhR57/ipswlLoEZPTPH+PaOn5Ab12VPj1VpsWn3TbyLOzzf384TR1qw+T+SC9nS9/hJdbEPGAdJDE07dJZy+FHcA1AZczrNvvlFeou0e1VSKFtcvLovro/LXuT4PyT9z/tbckXVSjzNaqQzJgr3vHwBAMH7fJMpJrbAfB14hegqMe9lVrbMVf4/MTpL46dTGjF4n26Gs/1ToOZjVVps3P/ibdjDknfueyMtmLD0dV9gjOpiZw5SaejLF0zoIYZZT03H+Nj1Kt1CADA+hQcEX5lL6QgyOeQ3gesjlI0rnjZxCZG1D+NGui9y70bVSm1qpNOMknuyeRKMTxt+TMYawRiygSnbv0n2kIWt8sZ10YsYV2Gi9F9qPdYKrzh7TQcAj7DZ1XZxJePTdH84xfsR18/yUEWxB8/SvTtJKJfyUZ7smZ7n8zKN7v4JAPAA10xE90XSHRsweFbwvo6avN8/uxJbLyZ4nw/tqlZqVyOdZiy/J50nwbjEyfK7YAzj1Fm4KDjGbPTmddGIuPiZ6YdH0q2ZWo/VuQ1/I9UYK6ndyJ/zDc/Fz3XWxjskedP+CJs+/Q5pZzikGkPkPGHeHPaTO7yJlz+Fn3/cH77ZdwGIfjE+1XqvtheS96jA62cVd1oMWSxhDINniO6xrcaQV0wQRkEK4wRhEN8AiKJox7k6jrP7TO8b1Mj24TgOecUEYRJksQRhEmSxBGESZLEEYRJksQRhEn2w2NAfOc7I1/lkLPRHjjNtIJJCEHYgs9jQHzlOuXGsp05O2Q2KuBpwyTuOri0TFrO/3tg/yix2PXWc4bz0W9jQHzmTL4tNFEVRFG0W7nLCt4UirpTB7DqKrmfMb7vdNIcoWnnBfGhPexN12XVv7D234W8Ry2bhxhaz8gB4Ky5w5XHWxNxdHZcFgDSskAeb2GbhKhMmclSNbAo76Y0GgZI5tjjh5awvlnBPnjJhg6cnLoLzT2FlXAUV69jhgQt8ueWCc19IjJc4QSVuUuiPnJEfKuKyHhbN6n1gD72x79TZeQpvvwCPH3JNMHj4GAhutnlYwOYm4LNdTpyL4yiKomizcIP5MDeu9dQZzpENuytPdJOC+VARd7LMp/LlhNbPvWZPvXHv1LHYzc3uVwShP5os4S5eMpog7mJzFv85mL328vk39N8s4a3yYXV8tvKwfMNaXkXcLOzDwg3mb2me7S/76I19oA9vd4oE82HinMZTJu/bsAPr8MBNB9Xw03kA92DIJjQ8YNykqrjecT4sDB4+LrjiBLF/6ljs8GBXsmzsfkK9lUiZm6TLcsKsgCd9kwQneHbXG/tF7TlWmHfC2y8QJ7Z9UlY8XQrbifZtW9hGz3vjNqhjsfxWHIDUE+U27PZGXDx+22Fzo1c8coKNo+e9cWvUmmMHs9cegvnzdCsn9J/PA3fxoSdT0eDpiYvlJNv+jXetvNc6xRu/LG4d02Zxr+l5b9wapb+gEGHXlStPEqARl3kRLEbLbiu8Fy+UjvVeCxfkxasXV1oEY4Atv6DYdm80CCQK43/5s8qmtwAJmuwAamT7INUYgjAMsliCMAmyWIIwCbJYgjCJbwA4jrP7jPeS6X2DGtk+SGHcWqiR7YP2ignCMMhiCcIkyGIJwiTIYgnCJMhiCcIkrLfYGvLlBNF/ulUYlwsZ6pEkvXcdw/WUrLxPNFYYr9QfN48uFcbX0+H8cfrx2sqDKGRYyfpiCdd1sbywom0ZaAhoTGOF8Ur9cUPpUmE8KtwsEXZG6aebKw/wVh2LiKtKKEX5jW4TOk9Qg/JGNosWvbFWXzUFdKwwzlNTOivWHz0ex0oSFwVvWy4OXi0dzlWilYw4G1uvDKE/inXeUoFIViOjoRg6G9OGaUNK895Yr68axBYVxusJyub6o7HJvhGNLpgPnTcH6fgZzIdcJ1aHZrSTEV9PszySXAry5cUyDGbX/IAfayJriaGX1ij0R+zqAxOrbVaKujfaqz++NYXx0H8jKoMrb2cEg2WDYS4ePj5beeId6tC8TC1kxMdnzHg/PvYg+gIaZeBKohRDl6W2uWFlmcdnyRBw31D3Rnv1x7f0dif0n88DTVE0QFQHjwdDsbuzAuBF6XB1aJ5JdzLiRa9fowxMSarE0GWpDQ9cSJ0Iwna2ojC+ng7nQX5eRjWibOX42Csx2U5oJyPOLiDbHnPYVAx9MLuOVl5xWXzPUPdGe/XHu1cYTzRHVzXkucNP5wF7dEdiSpUmK/R5rdAWMuKhP2KXnqVafTVKWF8MPU9tfJYVwZJ3Fs1Q90Yr9cc7VhgP/VHN6TVLRNh23yzEvLj25xdzlaFx+dvJiFfrV2uUISmJjhi6To1m1yvvnkqjq3ujxfrj4vvYjNLXqSsPZWfqloYqAPuqUPLeNp7C4uvpdMa+a8ujKEO5MrJpJneWFrf89SmXbiKUy2UjLWHxXaBQktI/y1Pjyqx6xwgL3sdmtO6NNryNjfUJulMYl3iJZT+GYDuT9IcWTC9OflXB5FCiFF4eWnhSOjLiXB2ZO5ks3MUm/sWHRhn41vFWZbmUiaGr6ltVBTssto3CeGWogQCKOXbLGde6X/07qI5/JdWIbsvQSWo2WCzBg3vw7Q5BWAVZLEGYBJ27Yy3UyPbhkJYiQZgFKYzbDDWyfZDCuLVQI9sHecUEYRhksQRhEmSxBGESZLEEYRJksQRhEpZbbOiP7u8334SNbFNhXNtUhGj3WFiBKEXWGysV7UlhvEph/PyE/TyxljwC99HnvRZWIFjkvbFC0Z4UxqOaqs2KMPAfgol3dvf1cR8+xNsXsOBrO2VvFBBuIYVx7FO1We3+6B73E99XqvBtw+BrIareKMKLsZHCOGqqNid6ih/09dnyqG955VS1GHelVHdaen80nAfeKpH3JZ1u2+AkiklhHNBRbWZmrcnSXWxq6CkyUoqTJSvWqxbj1pLqRjKAZOYK0um2DUHRnhTG9RjMrjOXe/V4PqxzoBu/js0mSrUYt5ZU93LixGd3nImS3aTTbQl1Fe0NZisK4wCA8Vmsg13jlIyUwezDgjt6Ry3GXSXV7S0WbuHADdLptocSRXtSGM+oo9o8PHAbiukKSw61GHelVPfDeAQoLFVJp9sCFIr2pDBeV7V5cxNUCfdLyBtXLcatJdWNVIpbcpTdfdbpNhypoj0pjLMXJarNrHxvGtjifawg3q0W41b+yYmCJ9lo63SbCyx4H5uh0RtLo5DCuFK1WRDm1ha/LuYpRm0qJC38gqLsnIGKopqLDRar6o0aivY2KoyTlqK1UCPbB6nGEIRhkMUShEmQxRKESZDFEoRJkMK4zVAj2wcpjFsLNbJ90F4xQRgGWSxBmARZLEGYBFksQZgEWSxBmARZLEGYRLcK42L0ul+JJ0nv5tvy9bSOqA2xRxS9URnKdVVLnnWXCuPMXc/ngevW1u1YXyzhuq4o8GIKNARsA0VvVIaG/ihW94pZebaoem1BYTz+tF0l7o3STzer43VKoTK9S7Ad5Y1sFmqFcVVo8ZKGSHnvwTYUxtfTyTJXodQn1jE9Hg+enpTOsqyHw07rkuvJGVmpe15rdGWTZCOG/sgZ+SETnoaG/ihWbS0ovcnVz+WpFWPeVw0qtcK4IrRE06m56liv6FphPPTfLBvpioefzoNYpTg2WV5xeD3lPJxMD5y9vlm4opDTcpKeBKSvnLyeOm8Ocr3yYD7kzCWYD7Pw3NMazK75OTbWHapUPy9PDSSAvgXsEBivpfMk19rhJJlyA6rhFXN3l+o+lSQlXi9kr3RStZzYYvUKsiSc0BWbYEmx2VuUqXXgYRcb2WDULm1JaOH5JyIzZrvF6PjtzvrtPPBWTcT1eaXweDTMfO0yGfHsen54QBKP9XvaK+cVdW/ZDItq5mLxqtTPZamRAHpLBrPrzcLND5pwnuPEq47WfzpUGG+6gEVRmHJ87EGwBJmI6nLCLBMnywaZF0vDLCDlu5R6VKmfyyAB9PawJ1RE0fXsISyQK+5QYXx9sWQPz4n7+nKi093CT+cBFzc2Pc5kZVsGBS+nzlk/ZWXxR+zSUyLYx6FSZK5UP1ekRgLonbK+WDZUz+4V3SmMJ/0rI1/FVbnJcSLCom2zyPKSbRkUnOAOqJah5jLkz9sSiqejfq6RGgmgd4FwkpbBdKcwLqC98yTZVChqCzNvw5Ncxc0bRje8WlG6fHOHK02id8vvPOWxhJIXstQRQy9PrQsBdNzrnSeO6m1IQyiz2DYK48WENCxW2tplJwMkyFSka53zvipsRLDDQHqBPekgqRJzg1DuPIQdXSTNpU6tvQC6DRar7o3KUP7xWmCtUUQK43VJX5J2c9Rst6kVMbSRCQUOqcYQhFmQxRKESZBXbC3UyPZBXjFBGAYpjNsMNbJ9kMK4tVAj2wd5xQRhGGSxBGESZLEEYRJksQRhEmSxBGESfbDY0B9tQzaUxEgJC+lUYZwLaSoCWEiErO7eI+uNvFCltLM11LvvJ50rjAufNel8mFIUsWQSWXnBfGhHWxNNkPfG9TRVyow7ikSpo6nefU8pWGzojybLTLVZYP12HjDapoPZh0VBqLRjxmcrD6aeEkC0RNkbx2fsOD9+uSjVI47lAj+cbLmkO6N7hfH6VKxjBWVomfw3H1ZMjgS7DUStMK5BC7nAntK1wvgW2NwEWbYq+W9ObfzkfMgKK5Jgt+2sp0PO/wPQQu++x9Sx2M2NhhIoq4jYwZ5R6I8mjKIW5wiNjxl/OT4EJBVLjtVq+aLnmmfjs60JPxC7hPGbJkt3sbkW7PX5PPBeW2WvHb/d4eUUW+wZ5WYfK5FK/CJWQLmgQ8hJA5Ngt5WwisSrx/MhN0k017vvNR0qjIu02DNiN5wFa5XIf1cIAZNgt/WMz+In/DY9kcm2BWxCdwrjJXR+mphc/ltDbJ8Eu22H6W8t9O57TncK4yWwe0ZdoMpteCDIectmXRLsthamvzXXu+87tebYwey1h2D+PF0rxO+m07240B8JB7hOmL2gLuA3ptdT9sV6fIZlugcc+iM2cD1lFjixOnzrM7SIPbOeigcGTyxR/VfTpcK48JpbruoMTvyaFwNXn8Mol//mA71VtFm4EjFqS+SmK4D1CuPa/U2td28QIC1Fi6FGtg9SjSEIwyCLJQiTIIslCJMgiyUIkyCFcZuhRraP/weHj1LnOEHxwgAAAABJRU5ErkJggg==)   
  
   
  
**The following ADO.NET code is from Part 5**. This is the code, that let's sql injection happen.   
string CS = ConfigurationManager.ConnectionStrings["DBCS"].ConnectionString;  
using (SqlConnection con = new SqlConnection(CS))  
{  
    string Command = "Select \* from tblProductInventory where ProductName like '" + TextBox1.Text + "%'";  
    SqlCommand cmd = new SqlCommand(Command, con);  
    con.Open();  
    GridView1.DataSource = cmd.ExecuteReader();  
    GridView1.DataBind();  
}  
  
**The above code can be easily re-written using parameterized queries** to prevent sql injection attack. The re-written code is shown below. Notice, that the query now uses parameter - **@ProductName**. The value for this parameter is then provided using the **AddWithValue**() method. The parameter is associated with the command object using **Prameters** collection property of the **command** object.  
string CS = ConfigurationManager.ConnectionStrings["DBCS"].ConnectionString;  
using (SqlConnection con = new SqlConnection(CS))  
{  
    // Parameterized query. @ProductName is the parameter  
    string Command = "Select \* from tblProductInventory where ProductName like @ProductName" ;  
    SqlCommand cmd = new SqlCommand(Command, con);  
    // Provide the value for the parameter  
    cmd.Parameters.AddWithValue("@ProductName", TextBox1.Text + "%");  
    con.Open();  
    GridView1.DataSource = cmd.ExecuteReader();  
    GridView1.DataBind();  
}   
  
   
  
**Sql injection can also be prevented using stored procedures.** So, first let's write a stored procedure, that returns the list of products. This stored procedure takes an input parameter **@ProductName.**  
Create Procedure spGetProductsByName  
@ProductName nvarchar(50)  
as  
Begin  
 Select \* from tblProductInventory   
 where ProductName like @ProductName + '%'  
End  
  
**To test this procedure execute the follwing command in sql server management studio.**  
Execute spGetProductsByName 'ip'  
  
**Now, let's re-write the code, to use stored procedure spGetProductsByName.**  
string CS = ConfigurationManager.ConnectionStrings["DBCS"].ConnectionString;  
using (SqlConnection con = new SqlConnection(CS))  
{  
    // The command, that we want to execute is a stored procedure,  
    // so specify the name of the procedure as cmdText  
    SqlCommand cmd = new SqlCommand("spGetProductsByName", con);  
    // Specify that the T-SQL command is a stored procedure  
    cmd.CommandType = System.Data.CommandType.StoredProcedure;  
    // Associate the parameter and it's value with the command object  
    cmd.Parameters.AddWithValue("@ProductName", TextBox1.Text + "%");  
    con.Open();  
    GridView1.DataSource = cmd.ExecuteReader();  
    GridView1.DataBind();  
}  
  
**If you type the following input into the TextBox**, the entire content of the TextBox is now treated as a value for the parameter - @ProductName not as a seperate sql statement.  
**i'; Delete from tblProductInventory --**  
  
**So the conclusion is that, always used parameterized queries or stored procedures, to avoid sql injection attacks.**